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Mr, McNamara:

I plan to review byiefiy the two maln mizsions of the Nagonsl

Security Agency and the Service Cryptologic Agencies, those of Com~

} ' _ munications Security and Signals Intelligence. I then want to say 2
few words aboug the ressarch and development which supports them,
the personnel and budgetary support they recelve, to meation some
recent significant results and, in conclusion, to take a very brief
look at thé immediate future.

Let us conside‘r first Communications Security which you will
recall is intended to preventvunauthorized persons or nations from
gaining useful.information from the communications of the Uniteci
States. Ancther way of locking at Communications Security is o
consider that it provides theJnited States codes ané ciphers and the
rules for their use. The United States makes éxtexxsive use of radio

' co.mmunications which include the communications of its Armed Forces,
; its repéesentatives abroad and others. In addition, there are many a'ar'.%‘
important wire communications, both within the continental United
States and abroad which carry information that hasAto be kept secret.
We are aware that interception of our radio communications is‘ occur-
ring, and I will say more about that later. We li_kéwise suspect at
times that our wire communi‘c'a_nti_.ons may be tapped. In addition to

our message type communications we also must make secure some of

pproved for Release by
SA on 06-15-2010,
Q1A Case # 60938




the vewer fypes of coemmunications, for example, the requiremsent

inv one computer o communicate with ancther one with imp@rmﬁt
gata, or the requirement for anéodizzg telemetry information frowm
some of our satellite vehicles,

The major step in fulfilling the National Security Agency's
COMBEC mission is that of providing cryptographic security, which
means that we must provide the principles, the requiremenzs, and
the materials these squipments use up 0 make the communications
Fecureg against the unauthorized listensr, “We {ikewise have tha
eroblem of prescribing the rules for the physicai pro;ectio*g of e
devicas and materials used in communications Sécurity. These mini-
mum gafeguards are prescribed by the National Securi'cy Agenoy but
they are enforced by the using Agency.

The first step ln pmvid;ng cryptographic security iz that of
devising a machine or & system which can resist crypranalivtic attaci.,
The Director of the Nafio_-nal Sec‘uﬁty Agency is charged with the re-
sponsibillty of approving all cry:p'tegraphic systems that are used to
. encipher classified matter.. Fii"st thera is made & preliminary technicsl
anslvsis of & pméaosed systerr; or & device which is done by collabora~

TR . ’
don between the communications sé:uri:ty a'nalysts and the signals intele
ligence cryptanalysts, There is & continual cross~fsrtilization of idess
and skills beiween them. Once & system or a usage is approved analvsig

minst continue in order o be aware of any ertors or {sults that Hay

B
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jeopardize further material carried in these systems. One of the very
important aspects of cryptographic security is that of proper usage.
Without proper usage even the finest piece of egquipment or the masg
involved system will not give the required security. A_The National
Becurity Agency is responsible to prescribe proper ﬁsaga but it does
not enforce its rules. EBach using Agency must police the people who
use our equipments. NBSA prescribes the rules and evaluates the
serigusness in any error in usage that is méde.

Cur Cqmmunicatioﬁs Security office likewise is directly com~
cerned with what migﬁt be termed “product engineering" of COMSEC

- equipments, and works directly with the military services in their

service testing. Once a piece of equipment {s adjudgsed acceptabie
for use by U.8. communicators, the National Security Agency does
centralized procurement of all equipments used by the military ser-
vices and the Sederal agencies on a reimbursabie basis. In this
manner, advantage can be taken of price reductions that come from
the economies of centralized bulk procurement., In additioé to the
work of producing anci then evaluating the use of equipments, NSA -
produces all of the keying or setting elements which are consumeq‘
to provide the real security of the cryptographic devices in uge.
Séme of these variable keying elements are changed from message
to message: others daily, weekly, monthly, or even avery year or’

TWG
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I have here a _gi}gf_t which {llustrates the magnitude of this opera~
tion and I will have available for your inspection later some actual
samples of these itlems‘, i shall mention only & few of them here but
¥ believe the figures themselves are rather impreésive. Perhgps the
- biggest production job that we engage in is that oi producing codes.
Yc-m will note the size of the F¥Y-61 and the planned ¥Y-62 production.
These codes are used for the most part in operations where the risk of

loss is great and the requirement for security and simplicity is para~-

°

mount, For example, they are carried in an airplane which might very - .

well crash or be shot down and the code recovered. They might be

issued to a front iine unii or one on hazardou-s assignment, Further;

thev are simple and easy to use and their very simplicity limiss the

volume of traffic they can safely carry and still withstand analysis.
el 12 tnd

Therefore they ‘ave supplanted regularlxi‘: otfier imporiant item is

the production of rotors which is an extensive operation and a very

expensive one, both from a standpoint of the materidls consumed and

of the personnel required to do the job. These are the heart of a major

variety of our machine cryptographic devices. A third very imporiant

gryptographic production is that of the key cards which are used on

devic_;es which encipher i‘.eietype or voice communications froﬁ one point

to a second. You get a better picture of the actual volure of this activ-

ity when you multiply the number of books by 50, the number of cards

in each book. "A card is used at each terminal each time the equipment

8
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is reset or ai the beginning of each cryptographic period or day. I pre~
sent this chart to you,Mr. McNamara, only to give vou an idsa.of the
magnitude of the p;odxchion iob in which we must engage to Suppoct
not only the Services but also the Federal and civil agenc:‘teé¢

The National Security Agency alsc has, and I =% mention it only
in pas sing, certain lesser COMBEC responsibilities for NATCO and for
the Sputheast Asian Treaty Organization. [ will omit the detéi’i‘s,
except to note that we provide a certain number of limited maéerials}
carefully selected;and certain evaluations of systems thét are ﬁrdn X
posed for NATO and SEATO use,

I shali summarize our COMSEC ﬁ'xission by & brief examination
Qf the status of United States Communications Security. With re:-speé!: |
to our strategic communications, that is, tﬁose long haul for high Révg,i
communications, I note that we are in excellent shape, Some users
obiect at times to the cost of some of thé equipments but the require—
ments for security, ease of maintenance and set-up, and the large num=-
her of components required to guaraz;xtee their safety against cryptanaiytic
attack all contribute to their final cost. Production in quantity and G;t!‘.b.‘f""
lized proéurement help considérably to reduce the final price. With
respect to what we might call tactical communications we have one
deficiency toward which we are directing major research efforts. Ths
requirements for a low-gost, light-weight, secure woice equipmerﬁt

which is usable over any wire or radio line with any other similar equip~"

~,
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ment are at this time simply incompatible with one ancther. We can pro~
vide either a more expensive and more complex device or we have equip-
' bHYE ov”

ments which require speciaihradic links. I would note that there is an

extensive research effort in this field of voice handling, for the United

States and world-wide industry have a real monetary as well as scientific -

interest in this area, We fc;liow closely and, as appropriate, assist in
this research. |
"I’here is ore major area of concém which I feel I should mention N
& pUrigds .
this is the problem of spiness short-range radiation of expioitable data.
The enemy has to be as it were across the street, in the adjacent house,
or in the next room. Obviously this problem is of concermn to the State -
Department and to all users of equipment in fixed locations which are
very ‘easily capable of supporting an unfriendly laboratory = like attack
on the cryptomachine in use.. It is a serious problem but 1s not of immed-
i@te direct concern to many users. It is also a problem that invoives a
great number of ‘equipments other than just cryptographic devices. For
. example, certain special kinds of eleciric typewriters, facsimile eéuip-
ment, and certain electric punches likewise radiate plain text, Itis a
government-wide problem that ig being tackled on a government-—vglride
basis under 8 committee of technical personnel estabiished by the United
States Communications Security Board and chaired by the National Security

Agency. We are already making some progress in this area.
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I now turn to tﬁe second 'main mission of the National Security
Agency and the other cryptographic agencies, that of Signals Intel-
ligence. SIGINT is made up of both COMINT and ELINT. COMINT
involves, you will r:'ecall, the production of informat.io_n. frdm com-
munications which we term communications intelligence or COMINT.
ELINT is slectronics intelligence which involves the production of
information from non-communications devices like radars, ngviga'«
tional beacons, etc, Ian WW II, as also in Korea, the Unité;d States
and the Allies in general, found that beforehand knowledge was‘

invaluable when it came to positioning their forces to meet enemy

. threat. It permitted us to make the most effective utilization of what

were at times limited resources. In this age of jet aircrafi, of nuclear
weapons, and of ballistic missiles, the need of timely prior informa-
tion becomes even greater. ;i‘he intelliger;ce community has cbserved
that signals intelligence ié‘ aimost the sole socurce of this type of early
warning information.

As Admiral Frost ah‘eady.has mentioned, the Nationjai Security
Agency exercises cperational and technical control of the United States
sfgnals inteiligence resources in order firsito provide the maxﬁnum
effective utilization of these available resources; second, to prbvide
accuraie, timely information which is not available from any other
source; and third, to disiribute this information to appropriate intelligence

authorities throughout the world. I think I can illustrate this whole operation
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in a general way by reference to this chart, I will identify first soms
of the types of activity that are represented on the chart. » The intelli-
gence agencies here are those of the Armed Services and j-2, the State ._
Department, OIA, TR, and AEC who constitute the United States Intei~
ligence Board already discussed. This block is the Natioaal Security
Agency; the Service Cryptologic Agencies are those of the Army, Navy,
o o 6ed spinei®S
and Air Force.& I will say more about the field installations is-a.few
weimoters which represent t't'xe intercept or collection and the précessmg
activities located throughout the world; field Commanders are those
Commanders represented,for example, by the Commander of the Sirategic
Air Command, the Co}mmander of the Pacific Fleet, Buropsan Commanders,
and various Commanders throughout the world.

Briefly this is how the SIGINT operations flow, The irxteiiigence.
community in response to requirements from field commanders, or fore~
seeing the need for certain ltems of information, places reéuirements on

. From SiGIn Ty
USIB. Those requirements which can be satisﬁec.i\and many can be satig-
fied only by SIGINT, are qompiled by USIB and placed upon the National
Security Agency in the form of a COMINT requirements list and an E.I_INT
requirements iist. The Natidhal Security Agency evaluates the signals
intelligence capabilities and néeds in relation to all the requirements at
hémd, including those aeSElnd for technical support to izs?ntinued

‘ gath
- - functions, and tasks gm Sewice Cryptologic Agenc? to fulfill certain
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of them. In working with the Service Cryptologic Agencies the National
Security Agency assists them in developing thelr plans and programs

and coordinates the final results. The National Security Agency is

also charged with combining ail SIGINT i)udgets with its own, and with

i

. presenting and justifying these budgets in support of the cryptologic pro~

grams to the Secretary oi Defense.
B Intercept to provide lthe raw materials reduired for processing
is done at the cryptologic agenéy field activities which I shall discuss
in a moment, Certaiﬁ of the _technical processing is also assigned io
the field when there exists t;‘a competence o do the job and the primary
need for the end product to bé delivered with minimum deiay. I siress '
these twin aspects of competance in the processing unit and need on the
part of the field commander - both have to be present: When they are,
or when the National Security Agency can‘ assist the field activity with ‘
knowledgeab].e personnel and training to eéstablish this competencejthose'
requirements of field commanders that can be, are satisfiedona 24-hour~
per-day basis close to the point of collection without any unnecessary delay |
or the extensive communications involved in seﬁdirxg the material to Wash~
ington and bac% out again. 4
The signals inteliigeﬁce produced at the National Security Agency
is that for which the primary 1&ieed exists in Washington, e.g., diplomatic

‘ﬁrl wiw'c;'i

"materials, or Athere are so many claimants with the same need that cenira~
. uﬁe& ]
lized processing is economical and necessary, or the technical nature and
- ~

-~
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' requirements of the problem are such that the skﬁis}\io do the job exist
only at Fort Meade. The National Security Agency ouiput is dei'iverelci
simultanecusly and directly both to the intellgence agency consumears
and to appropriate field commanders. Tni:, chart illustrates the flow of
reguirements which rz;‘ight require the Nationai Security Agenc:;f-. [7%) utﬂizé.
& substantial amount of resources and perhaps do reprogramming of its
own or Service Cryptologic Agency resources. There is aiso ?Jrovisioﬁ
in this system for a field commander o go directly to one of the field
installations placing on it & requirement which he anticipates could be
satisfied there or to communicatie directly with the National Security
Agency placing on it a short-term requirement which-can be satisfied
with minimum resources or a few hours of work , ‘oz from material already
available. This chart then shows only the over-all flov of major require-
ments, [ might call them deliberate requirtements. I want to note agaln
that the field commander can get immediate, direct support from field
instaﬁiations that have the capability of providing that support or frofn
the National Security Agency whenfl the support materiai i% immediately
available for delivery to him,

1 have fre.quently used the term Cryptologic Agency field instal~
lations and I think it appropriate that we now take a look at the m@ of
our world-wide deployment, First I note the color coding: red indicates

major Army installations, blue the major Navy installations, and green

,it} .
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the major Alr Porce installations. The larger circles indicate collection
and/or progessing sites involving up to several hundred officers and men
and the smai.%er circles represent coilection sites perhaps not more than
half & dozen c_c;ilec;c_ion positions, or very limited processing effort. You
will note that we are disposed as Eest we can aboui cur targets of major |
inierest, We have the limitations, obviously, of geograbhy, of logistics,
and there are certain desirable locations where it is just not possible w

have a station because of the unfavorable or ungtable political climate.

-The number of

collection sites is governed by the requirement to intercept signals ¢

they are available; to be in & position to serve the local field comma nder;

and thirdly, our practical experience hqs,«wghgwn—rthat"wi}jiﬁ"iﬁére than ghout

) I:l»iﬂ"éﬂé”éfation the antenna and the electrical facilities be~

[T IR DY TR NEETTRIIEE T I PR SO

come overloaded. Hence we have more than one site in the two accessible

it i

areas of high signal density,

Coar i B IS I

I have several times used the word position. I think it mighi sow

be helpiul if we saw fwgo typical positions, This first picture shows the

simplest type of position, one that would be used for an operator o Copy

manual Morse signals. It has a typewriter, two receivers, & headset and,

&

(b)Y (1)

(b) (3)-50 USC 403

(b)(3)-P.L.

86-36
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if ne working on voice intercept instead of manual Morse, he will uze

this tape recorder. This might be termed the standard and conventional

intercept position of which we 3$tili have more than

Atz s gy g T b) (1)
salled ~Been iy thig Bl (
_ o (b) (3)-18 USC 798
wg cannot quiie see the Whoie-‘posi’cien bui vou will note & number of (b) (3)-50 USC 403
. . (b) (3)-P.L. 86-36

recelvers, various -noni toring and tuning aids, & computer-like device

e calied a diarizer, and special printers. Besides the printers ussad

- t0 reproduce ons Of the channels, you will note here a.battezy of recorders
for permanent storage of the signals m,d their delivery to the National

GSXJH
Security Agency for analysis and d scrypilon. This type of position iz
liustrative of the complexity of equipment required to handie today’s

more sophisticated signals, Besides our complex operations I must m;ma

mention that we still have large quantities of manual Morse and radic

reizgphone fom which important BIGINT is derived,

At this point, as the Admiral has already mentioned, I note again cur

xﬁxb)(3)—50 USC 403
b) (3)-P.L. 86-36

‘Bt the point I wish to makes hers, Sir

N
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resowrces and algo our analytic resources are 'carefully dovetaiie_d and
carefully tailored so as t;:‘ eliminate unnegessary duplication and to
compiamént oneé another to the maximum. To this eoad we exchange
technical personnel who are integrated within each other’s analytic
organizations and have regular and continuous exchange of raw traffic,
technical information, and SIGINT end product.

_ But there are serious limitatlons. Though our wcr1d~w'ide fater~
cept capability, which I have just described, permits the accumulation

of a great deal of raw material, it falls far short of what we would like

to achieve. | |
| I"""M‘a’ﬁ?” (b) (1)
: : /(b) (3)-50 USC 403
kinds of directional transmissions and communications of zimited range /(b)) (3)-P.L. 86-36
are unavailable to us in our present dis pos;tionse _The amounts of this
kind of com'nunication are gx*owmg« 1;,1,.addition new types of communi~
cation are being developggl,x«»'
Having spoken briefly as I did about the collection effort, I should
like at this time to review in very general terms the status of our analytic
effort for various areas throughout the wérld. First of all ~ our current
. (BY(1
major target - RUSSIA, T Ebg§3; 18 USC 798
" (b)(3)-50 USC 403
(b)(3)-P.L. 86-36
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The net result of these technical accomplishments is the broduction

of considerable intelligence from éommunﬁcat&ons despite the attemptis of
the tmnsmittiné nations to deny us such information. As these nations
improve their comp?’tence ét conceaiment, ws must step up our technical
capabllity in our ef;orts to remain gshead. We are not always successful.
It is conseguently all the more disturbing that our successes have been
publicly disclosed on Sevépal occasions, even before Martin and Mitchell.
This publiciiy has stimulated communications security effort and'has had
the further result of tending to reduce the information carrying content of
the communications we do intercept. We have read'messages requiring
important information to be transmitted over land lines only.

Signal Intelligence has traditionally besen surrounded with an
awra of extraordinary secrecy and has always been especially and .
carefully handled and transmitted. During the last war, the information
derived from esemy communications was dubbed "Magic" by the British
and the methods by which it was produced have been looked upon by
"outslders™ as just short of this. Today our security problems are just -
" as pressing and just as grave - pe;haps even more 0. It is rare, how-
aver, that the basic reason for the adoption of special security regulations
fc;r COMINT hag beer} rdada clear, It is simply this. In no fieid of intel-
ligence production can the enemy so easily deny us the material from .
Wﬁich w§ derive our COMINT end product. In no end_eavcr does the

United States saarid to lose so much for 8o small a security breach.
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These two major missions about which I have been talking, the
communications security niission and the signals _intél};gence mission ,
are supported by an Office of Research and Development in the National
Security Aggncy and aISfJ by Servic.e research and devéiopments PrOGrams.
Over the years we have fcx@d that a strong research and development

prograin is not t')ﬁly advantagedus to us in that it enables prompt response

. to the ever-changing needs of COMSEC and SLGINT but it is absolutely
necessary because of these reasons among ot.hers-: .
First, there is no commercial or university source of com-

munications security or cryptanalytic skilis which we can tap.

Y
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The field of cryptanalysis Is a technical discipline of sub-
stantial breadth and difficulty comparable in complexity and
scope to at least Masters level of work in Science for owr

better personnel. There is no such talent or capability out-

" side the cryptologic fleld of the Government and we have

‘therefore the problem of devejoping and extending this compe-

tence and training and training lts practitioners.

Secondly |

We therefore have to discover

how to reconstruct these equipments using mathematical

. e
and electronics analysis techniques, then fabricate the'esquiv—
alent to intercept the material.

Thirdly., we have very extensive requirements for high

speed analytic equipments, usually more complex than modern

computers. We also make very special applications of the
most modern and complex conventional computers, The skills
needed to do this logical design and to oversee the reduction
of the design to workable electrcmic"super—computeréa, if T may
use t"né term, is available no where except in the National Se~

urity Agency or in our sister organization in the United Kingdom

and possibly also in Russia. '

Aoa
5(,*

(b)(1)

(b)(3)-P.L. 86-36



DOCID: 3709807

In the field of Communications Security our research effor’c'has
several objectives. First, it is directed at getting equipments.:cf aver
increasing reiiabili:’ty, simplicity of maintenance, and of i.:he lowest
p@c,ticable coét and weight. We use the latest and the most zi*eiiabie
cgrnponents and the best and most modern electronics techniqges .

' Becondly, to meet the user requirements we are developing ngipménts
to provide communications security for the rapidly expanding communi~
cations needs‘of the United States. These include both cgnventiona}
communications, e,g.. volce and printer, but also somewhat more
exotic reql.;irements_. For éxample, communications from the space
satellites that must comrﬁunicate information to the ground stations
without the danger of unauthorized exploitation. Thirdly, our effort is
aimed at the investigation of techniques which can gounter and. sﬁpress
the harmful short-range radiaﬁon I mentioned earlier in my speech.
Fourthly, our work is also looking to tomorrow when we anticipate
that the cryptanalyst with newer and more powerful analytic equipment
five to ten years from now might be able to jeopardize some of the systems
in use today. Therefore, we are developing tomorrow's systems in
anticipation 61’ what tomorrow's analyticai equipments will be.

in te field of Signals Intelligence research and development
i could perhaps explain part of what is done there byvconsidéring an

actual example which would show the steps involved in the detection,

Pt

P
e

&



DOCID: 3709807

the collection, the analysis, and finally the exploitation of a new signal -

)
)-18 USC 798
)-50 USC 403
)-P.L. 86-36
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There are a number of other research and development areas of
interest which would warrant mentioning except that shortage of tims
clearly makeé this impossible. I note, however, a very deﬁ‘berate‘
research and develo#ment effort to develop the equipment and the tech~
nigques for tomorrow's problems. A perfect example of this approa;ch ig
equipment called LIGHTNING which ulimately will provide computers
capable of ope}ating at up io 1,000 times the speed and with 1,000
times the capacity and power of today's equipments.

I conclude this discussion of research and development by noting‘
that the National Security Agency Research and Development éfﬁce aces
effectively as a member of the Secretary of Defensa's Research and
Engineering Organization to evaluate for him and to comment on all
Service .resea':ch an@ development programs related to the COMSEC and .

- BIGINT missions. In this aréa as in oﬂxermmﬂr_e not_edwthe Natiorlzai
Security Agency works closely Awith the Service Cryptologic Agencles A
and with the Service Research laboratories in the technical fulfiliment
of this responsibﬂityl.

Now to consider briefiy the pergonnél and budgstary sﬁ'pfsc-r: which‘

is given the National Secui’ity Agency and the Service Cryptologic Agenciss -

in order to carry out the responsibilities that I have discussed up to this

point. I have here a chart which gives an accurate picture of the military

and civilian persoannel resources of the National Security Agency, the Amy
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are used in the f_iek,i,'td keep this equipment operating.

invelved in COMSEC and SIGiNT operations totals k

ity Agency SIGINT mission is abou

its annual presentation of the Combined Cryptologic Budget to the

N

Security Agency, the I\Iauvyvr Security Group, and the Air Force Securi-ty
Servi.cez. The military personnel include not only the operato;s who man
the positions and the military analysts who man the field processing '
centers and the National Secixrity Agency, but likewise mc}uQe the

cooks, truck drivers, and the maintenance men who are necessary and

This ghart shows the dollars that are funded for by the Service

Cryptologic Agencies and justified by the National Security Agency in

Depaxjtment of Defense Comptroller and the Bureau of the Budget. Not
included in this chart is any of the money invoived in the payment of
© military salaries or military expenses such as change of stalion, retire~

ment, etc. It is estimated that that cost for all the military personnel

mission abothhe”,Rgs‘gg{gh and Development mission about| |

money for military pay is justified by each Service for all its personhel
at one time and the Service Cryptolagic Agencies do not fund for nor
defend these montes. You will note that the cost of the National Secur-

dollars, the COMSEC

This chart does include the pay of all civilian ﬁéféb'iiﬁel and you will
note the total direct cost of cryptologic operations is abou;|:|»7

dollax"s. This other missions column includes money that the Service

:Ido'i'lafg """ a year. This figure is not included in this chart because

(
(b)(3)-P.L. 86-36

(b)(1)
(b)(3)-P.L. 86-36
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Cryptologic Agencies must justify, fund, and defend but represents
missions which do not come under the operational and %echm‘caf gontrol
of the Director, Nationa) Security Agency. Such things include; for
example, the Armed Forces Courier system of the Army Security Aéencya
the P;egistered Publications Issuin§ Office of the Navy Securi& Group,
and various items of that sort. ‘

. At this point, I think it wotld be appropriate to take a. iook at
some of the recent outstanding successes c;f the Communications Security '
and Signals Intelligence operations. First, as ! noted before the Ifnﬂited
States communications are capable of being completely secure {f opera~
ting instructions are followed and money is made avéilabie' to purchase
the cryptographic equipment. Such secure equipment L5 available to
meet almost any requiremeﬁt of the Armed Servi.ces or the Civillan Agen~
cies. The National Security Agency provides thé necessary keying ma-
terials, evaluations, and operating procedurss.

In the fleld of Signals Inteiligence I will make a deliberate attempt
to select certain signals intelligence highiights from the past few yggrs.

First I should like to note our effort and success in the late 40s up o the

middle ’50s in producing information)
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is responsible not only for developing this information but also for its time-
ly delivery to the highest intelligence and policy levels of the United States

Government.
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So far I have spoken largely about the present or the immediate

S S T T

past. In conclusion I should like to consider briefly what the future

holds. There is a growth in the number and the complexity of signals

avallable for intercépt from our past conventional sources and users.
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As‘evide‘nce of its potential value to your Mr. McNamara I quote
from an QOctober JCS Memorandum for the Secretary of Defense in which
the Chiefs remarked A

"4. The Jolnt Chiefs of Staff have been impressed with the A )
service which the cryptologic agencies have rendered during the
past year to the decision-making mechanism of fzhe De partment

of Defense and our government in general. Especially valuable

has been the COMINT provided on

5, In brief, the Joint Chiefs of Staff continue to rely heavily

X

upon the informational base pfovided by COMINT and ELINT in the .
¢.C.5, 2010/161)

e o

formulation of their advica. "

Xy
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